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Application No. Applicant Regulation(s) affected Nature of the special permits thereof 

21944–N ......................... Korean Airlines Co., Ltd .. 172.101(j), 175.30(a)(1) ............... To authorize the transportation in commerce of cer-
tain explosives that are forbidden for transpor-
tation aboard cargo-only aircraft or exceed the au-
thorized quantity limits for cargo-only aircrafts as 
specified in the Hazardous Materials Table. 

21980–N ......................... U.S. Tank & Cryogenics 
Equipment, Inc.

172.203(a), 172.301(c), 
180.211(c)(2)(i).

To authorize the repair of certain DOT 4L cylinders 
without requiring pressure testing. 

21998–N ......................... Airwest Helicopters, LLC 172.101(j), 172.200, 172.301(c), 
173.1, 175.75.

To authorize the transportation in commerce of cer-
tain hazardous materials only in remote areas of 
the U.S. by 14 CFR Part 133 cargo-only aircraft 
(rotorcraft external load operations) in which haz-
ardous materials are attached to or suspended 
from the aircraft, and Part 135, as applicable, 
without being subject to certain hazard commu-
nication requirements, quantity limitations and cer-
tain loading and stowage requirements. 

Special Permits Data—Denied 

21560–N ......................... Osram Sylvania Inc ......... 173.436 ........................................ To authorize the transportation in commerce of 
lamps containing Class 7 materials with activity 
limits exceeding those specified in 49 CFR 
173.436, as excepted packages. 

21843–N ......................... DDP Specialty Electronic 
Materials US, LLC.

172.203(a), 172.301(c), 
173.306(a)(3)(v)(A).

To authorize the transportation in commerce of DOT 
2Q specification inner containers where the lot 
size for the alternative hot water bath test is in-
creased to 10,000 cylinders. 

21918–N ......................... Autoliv ASP, Inc ............... 172.704 ........................................ To authorize the transportation in commerce of non- 
specification packaging containing airbag inflators 
or modules shipped by ground. 

Special Permits Data—Withdrawn 

21188–M ........................ National Institutes of 
Health.

173.199 ........................................ To update point of contact and locations where the 
special permit will be used. 

21831–N ......................... Boyd Lancaster, Inc ......... 172.101(j), 172.101(j)(1), 
173.301(f), 173.302a(a)(1), 
173.304a(a)(2), 173.306(e).

To authorize the transportation in commerce of non- 
DOT specification containers (heat pipes) con-
taining certain Class 2 materials for use in spe-
cialty cooling applications such as satellites and 
military aircraft. 

21926–N ......................... Greenhill Trading Inc ....... 172.315, 172.315(a), 172.315(c) To incorporate the reduced-size limited quantity 
marking on shipping labels. 

21953–N ......................... Exolaunch, Inc ................. 172.300, 172.400, 173.301(g), 
173.302(a).

To authorize the transportation by private vehicle of 
a cubesat satellite from the location of satellite 
fueling to the launch location. 

21989–N ......................... Hydro-Chem Systems, Inc 173.13 .......................................... To authorize the transportation in commerce of 5- 
gallon DOT-specification packaging of UN2922 
with alternative hazard communication. 

21991–N ......................... Air Resources Board ....... 173.301(g) .................................... To authorize the transportation in commerce of one 
or more cylinders containing certain hazardous 
materials, where the cylinder valve is open, for 
the purpose of measuring brake particulate emis-
sions. 

[FR Doc. 2025–08273 Filed 5–9–25; 8:45 am] 

BILLING CODE P 

DEPARTMENT OF THE TREASURY 

Office of the Comptroller of the 
Currency 

[Docket ID OCC–2025–0008] 

Request for Information Regarding 
Community Bank Digitalization 

AGENCY: Office of the Comptroller of the 
Currency (OCC), Treasury. 

ACTION: Request for information and 
comment. 

SUMMARY: To build on its 
understanding, OCC is issuing a request 
for information (RFI) on community 
bank engagement with digitalization. 
The RFI solicits comment on the key 
challenges and barriers faced by 
community banks in the adoption and 
implementation of digital banking 
solutions. 

DATES: Comments must be received by 
June 26, 2025. 
ADDRESSES: Commenters are encouraged 
to submit comments through the Federal 

eRulemaking Portal. Please use the title 
‘‘Request for Information Regarding 
Community Bank Digitalization’’ to 
facilitate the organization and 
distribution of the comments. You may 
submit comments by any of the 
following methods: 

• Federal eRulemaking Portal— 
Regulations.gov: Go to https://
regulations.gov/. Enter ‘‘Docket ID OCC– 
2025–0008’’ in the Search Box and click 
‘‘Search.’’ Public comments can be 
submitted via the ‘‘Comment’’ box 
below the displayed document 
information or by clicking on the 
document title and then clicking the 
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1 The term ‘‘banks’’ as used in this RFI means 
national banks and Federal savings associations. 

2 See Digitalization: Resources for Community 
Banks, OCC Bulletin 2025–3, (March 19, 2025). 3 89 FR 61577 (July 31, 2024). 

‘‘Comment’’ box on the top-left side of 
the screen. For help with submitting 
effective comments, please click on 
‘‘Commenter’s Checklist.’’ For 
assistance with the Regulations.gov site, 
please call 1–866–498–2945 (toll free) 
Monday–Friday, 9 a.m.–5 p.m. Eastern 
time, or email regulationshelpdesk@
gsa.gov. 

• Mail: Chief Counsel’s Office, 
Attention: Comment Processing, Office 
of the Comptroller of the Currency, 400 
7th Street SW, Suite 3E–218, 
Washington, DC 20219. 

• Hand Delivery/Courier: 400 7th 
Street SW, Suite 3E–218, Washington, 
DC 20219. 

Instructions: You must include 
‘‘OCC’’ as the agency name and ‘‘Docket 
ID OCC–2025–0008’’ in your comment. 
In general, the OCC will enter all 
comments received into the docket and 
publish the comments on the 
Regulations.gov website without 
change, including any business or 
personal information provided such as 
name and address information, email 
addresses, or phone numbers. 
Comments received, including 
attachments and other supporting 
materials, are part of the public record 
and subject to public disclosure. Do not 
include any information in your 
comment or supporting materials that 
you consider confidential or 
inappropriate for public disclosure. 

You may review comments and other 
related materials that pertain to this 
action by the following method: 

• Viewing Comments Electronically— 
Regulations.gov: Go to https://
regulations.gov/. Enter ‘‘Docket ID OCC– 
2025–0008’’ in the Search Box and click 
‘‘Search.’’ Click on the ‘‘Dockets’’ tab 
and then the document’s title. After 
clicking the document’s title, click the 
‘‘Browse All Comments’’ tab. Comments 
can be viewed and filtered by clicking 
on the ‘‘Sort By’’ drop-down on the right 
side of the screen or the ‘‘Refine 
Comments Results’’ options on the left 
side of the screen. Supporting materials 
can be viewed by clicking on the 
‘‘Browse Documents’’ tab. Click on the 
‘‘Sort By’’ drop-down on the right side 
of the screen or the ‘‘Refine Results’’ 
options on the left side of the screen 
checking the ‘‘Supporting & Related 
Material’’ checkbox. For assistance with 
the Regulations.gov site, please call 1– 
866–498–2945 (toll free) Monday– 
Friday, 9 a.m.–5 p.m. ET, or email 
regulationshelpdesk@gsa.gov. 

The docket may be viewed after the 
close of the comment period in the same 
manner as during the comment period. 
FOR FURTHER INFORMATION CONTACT: 
Gareth Henley, Financial Technology 

Policy Specialist, Bank Supervision 
Policy, (202) 649–5200. If you are deaf, 
hard of hearing, or have a speech 
disability, please dial 7–1–1 to access 
telecommunications relay services. 

SUPPLEMENTARY INFORMATION: 

I. Introduction 

The OCC seeks public comment on 
community banks’ engagement with 
digitalization.1 This RFI will 
supplement the OCC’s understanding of 
these activities and support the OCC in 
its supervisory activities. 

II. Community Bank Digitalization 

The OCC supports the strengthening 
and modernization of community banks 
and aims to facilitate community banks’ 
safe, sound, and fair transition to digital 
banking, including with regard to 
arrangements with technology providers 
and supporting a level playing field. In 
support of community banks’ transition 
to digital solutions, the OCC recently 
published a non-exhaustive list of 
relevant OCC rules, statements, and 
guidance 2 that community banks can 
reference. 

For purposes of this RFI, 
digitalization is the use of technology to 
change a business model, provide new 
revenue and value-producing 
opportunities, or automate business 
processes. New and emerging 
technologies can be important tools for 
community banks to meet customer 
demand, increase revenue, improve 
efficiencies, and remain competitive. 
For example, digitalization can improve 
operational functions (e.g., data 
analytics, transaction monitoring, 
process improvements, reporting, etc.), 
support the addition of new or 
expanded business lines, and allow 
banks to communicate more seamlessly 
with customers. In this way, 
digitalization has the potential to be a 
key component of community banking 
and institutions’ ability to meet the 
future needs of the communities and 
customers they serve. When engaging in 
digitalization strategies and initiatives, 
the OCC examines banks for safety and 
soundness and compliance with 
applicable laws and regulations, 
including consumer protection laws. 
Banks are expected to implement risk 
management systems appropriate to the 
size of the institution and the nature, 
scope, and risk of its activities to 
identify, measure, monitor, and control 
risks for the strategies undertaken. 

The OCC seeks input from community 
banks and relevant stakeholders 
regarding the key challenges and 
barriers faced in adopting and 
implementing digitalization strategies 
and initiatives. The purpose of this RFI 
is to better understand the specific 
obstacles that community banks 
encounter in their efforts to modernize 
operations, enhance customer 
experience, and remain competitive in 
an increasingly digital financial services 
environment. This request is separate 
from the ‘‘RFI on Bank-Fintech 
Arrangements Involving Banking 
Products and Services Distributed to 
Consumers and Businesses,’’ 3 jointly 
issued by the OCC, Federal Reserve, and 
Federal Deposit Insurance Corporation 
in July 2024. The agencies continue to 
review and consider the feedback 
received on that document. 

We invite community banks, industry 
groups, technology providers, and other 
interested parties to respond to the 
following questions: 

1. Planning for Digitalization: What 
are the primary challenges facing 
community banks in pursuing 
digitalization strategies or initiatives? 
To what extent is digitalization a 
strategic priority for community banks, 
and what factors influence this 
prioritization? How are community 
banks addressing the need to obtain 
subject matter expertise to make 
informed risk-based decisions about 
digitalization strategies, initiatives, or 
their implementation? What challenges, 
if any, are community banks facing in 
hiring or retaining qualified personnel 
(e.g., information technology, 
cybersecurity, compliance, audit, and 
other assurance roles) to support 
digitalization strategies or initiatives? 

2. Board and Governance: How are 
community banks’ boards of directors 
engaged in overseeing and supporting 
digitalization strategies and initiatives? 
What challenges do community banks’ 
boards of directors face when seeking 
education or considering opportunities 
regarding digitalization? How do 
community banks’ boards balance the 
pursuit of a digitalization strategy with 
their overall risk appetite and the bank’s 
long-term mission? Describe the 
governance processes or policies in 
place to ensure that community banks’ 
digitalization strategies or initiatives 
align with their overall business strategy 
and regulatory obligations to operate in 
a safe and sound manner and in 
compliance with applicable laws and 
regulations. 

3. Due Diligence and Implementation: 
What factors are affecting community 
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banks’ due diligence and pre- 
implementation research of digital 
solutions? What are the most common 
obstacles facing community bank 
digitalization during the due diligence 
and pre-implementation phase, and how 
are community banks overcoming them? 
What are the most common obstacles 
facing community bank digitalization 
during the implementation phase, and 
how are community banks overcoming 
them? 

4. Digitalization Costs and Budget: A 
digitalization strategy can involve 
significant up-front and ongoing costs 
and resources. What types of up-front 
costs, ongoing costs, and resources are 
associated with undertaking a 
digitalization strategy? How are 
potential budget constraints impacting 
community banks’ ability to adopt or 
maintain digitalization strategies? 

5. Use of Third Parties: To what 
extent are community banks reliant on 
third parties (e.g., core service 
providers, technology vendors, financial 
technology firms (fintechs), regulatory 
compliance solutions, etc.) for the 
implementation of digitalization 
strategies or initiatives? How is this 
reliance managed? Are there any 
impediments to community banks’ 
digitalization strategies with respect to 
core service providers or other third 
parties? Are community banks able to 
address these impediments, and if so, 
how do they enhance their control 
environments to best manage third-party 
relationships in light of these 
impediments? Are community banks 
finding third-party solutions meet their 
specific digitalization needs? If not, 
where are community banks facing the 
biggest gaps? What is the range of 
practice for community banks working 
with a single third-party provider for an 
integrated approach to digitalization 
versus engaging multiple third-party 
providers to address specific needs? 
What are the benefits and challenges of 
each approach? How are banks 
managing the risk that a third party may 
introduce a new technology (e.g., 
artificial intelligence (AI)) or process 
without the bank’s prior knowledge, 
potentially increasing risk outside of the 
bank’s risk appetite? 

6. Competition and Market Trends: 
How do community banks see 
digitalization affecting their 
competitiveness with fintechs, larger 
banks, and similarly situated 
community banks? Describe any risks 
associated with the lack of digitalization 
strategies or initiatives. How do trends 
and customers’ demands for 
digitalization impact community banks’ 
digitalization strategies and initiatives? 
How do community banks gather 

feedback on customer demands and 
changing technology needs? 

7. Use of Artificial Intelligence and 
Machine Learning: How are community 
banks incorporating AI and machine 
learning (ML) into their digitalization 
strategies and initiatives? How has this 
use evolved as new forms of AI become 
commercially available, such as 
generative AI? Are banks using AI 
primarily for cost savings and 
efficiency, revenue-generating activities, 
or other reasons? How are banks 
evolving their risk management to 
address the use of AI and ML, including 
when introduced through a third-party 
relationship? How can regulators 
support community banks’ adoption of 
AI and ML? 

8. Effect of Applicable Laws and 
Regulations: How do regulatory and 
compliance requirements impact the 
decision to undertake digitalization 
strategies or initiatives? What 
regulatory, compliance, or supervisory 
requirements present the greatest 
challenges to digitalization at 
community banks? How are banks using 
digitalization strategies and initiatives 
to increase the effectiveness or 
efficiency of compliance programs? 
How can regulators support community 
bank adaptation and competitiveness 
amid continued digitalization and 
technological evolution? 

9. Associated Risks: How do 
community banks manage the ongoing 
risks of digitalization that may result in 
material financial risks? How do 
community banks and third-party 
providers, including fintechs, approach 
cybersecurity and data privacy concerns 
when considering the implementation 
of new technology at a community 
bank? How are community banks 
safeguarding against the evolving nature 
of threats arising from bad actors’ use of 
new technology? How can regulators 
support community banks’ adoption of 
new technologies and the management 
of associated risks? 

10. Data Sharing: To what extent do 
community banks share data with third- 
party providers, including fintechs, as 
part of a digitalization strategy or 
initiative? What challenges or concerns 
are encountered in facilitating secure 
and compliant data sharing? How are 
community banks managing 
connectivity (e.g., by using an 
application programming interface 
(API), secure file transfer protocol 
(SFTP), or some other method) for the 
secure sharing of data with third-party 
providers? Are there any limitations or 
constraints within community banks’ 
API offerings, such as restrictions on 
functionality, data accessibility, 
scalability, or third-party compatibility? 

If so, what measures, frameworks, or 
technologies are community banks 
using to ensure seamless data exchange, 
interoperability, and secure 
communication across different 
platforms, core banking systems, and 
external fintechs? 

Stuart Feldstein, 
Acting Principal Deputy Chief Counsel, Office 
of the Comptroller of the Currency. 
[FR Doc. 2025–08280 Filed 5–9–25; 8:45 am] 

BILLING CODE 4810–33–P 

DEPARTMENT OF THE TREASURY 

Office of Foreign Assets Control 

Notice of OFAC Sanctions Action 

AGENCY: Office of Foreign Assets 
Control, Treasury. 
ACTION: Notice. 

SUMMARY: The U.S. Department of the 
Treasury’s Office of Foreign Assets 
Control (OFAC) is publishing the names 
of one or more persons that have been 
placed on OFAC’s Specially Designated 
Nationals and Blocked Persons List 
(SDN List) based on OFAC’s 
determination that one or more 
applicable legal criteria were satisfied. 
All property and interests in property 
subject to U.S. jurisdiction of these 
persons are blocked, and U.S. persons 
are generally prohibited from engaging 
in transactions with them. 
DATES: This action was issued on April 
29, 2025. See SUPPLEMENTARY 
INFORMATION for relevant dates. 
FOR FURTHER INFORMATION CONTACT: 
OFAC: Associate Director for Global 
Targeting, 202–622–2420; Assistant 
Director for Licensing, 202–622–2480; 
Assistant Director for Sanctions 
Compliance, 202–622–2490 or https://
ofac.treasury.gov/contact-ofac. 
SUPPLEMENTARY INFORMATION: 

Electronic Availability 
The SDN List and additional 

information concerning OFAC sanctions 
programs are available on OFAC’s 
website: https://ofac.treasury.gov. 

Notice of OFAC Action 
On April 29, 2025, OFAC determined 

that the property and interests in 
property subject to U.S. jurisdiction of 
the following persons are blocked under 
the relevant sanctions authority listed 
below. 

Individuals 
1. ASGARI, Mohammad, Iran; DOB 03 

Jul 1979; nationality Iran; Additional 
Sanctions Information—Subject to 
Secondary Sanctions; Gender Male; 
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